
Information Security Management System Policy 

Policy & Objectives 

 

 

Policy 

Panacea Medical Technology is committed to safeguard the Organizations, Customer, Supplier 

and other interested party’s information as per the regulations, legislations & contracts by ensuring 

its accessibility, integrity, availability & confidentiality at all stages 

Information security Policy will be adhered by  

i. Protecting the Confidentiality, Integrity and Availability of information systems and 

information of organization, customers, suppliers, employees and service providers. 

ii. Ensuring that all users are committed to their responsibilities for information security. 

iii. Ensuring business continuity and minimize disruption to business functions by 

preventing and minimizing the impact of security incidents  

iv. Timely risk assessment and risk treatment for Information Security Threats and 

continuously improving the Information Security Management System.  

v. Ensure by all relevant Regulatory, Legislative and Contractual requirements are 

complied. 

vi. Taking appropriate actions against the deviations and exceptions reported 

Objectives 

•  To protect information against unauthorized access 

• To ensure availability of information to authorized users by minimizing disruptions to the 

business functions 

• To ensure Awareness to Employees & Stakeholder about Information Security on 

continual basis 

• To ensure all security incidents are reported & investigated 

• To minimize the risks from issues by timely Risk Treatment 
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